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Contexto: um projeto de interesse

O Projeto de Lei n° 4691/2024, apresentado em 4 de dezembro de 2024 pelos
deputados Silas Camara (Republicanos-AM) e Dani Cunha (Unido-RJ), propde a criacdo
da Lei de Protecao as Liberdades Constitucionais e ao Livre Exercicio da Atividade
Econémica na Internet. A proposicdo surge em meio a um acirrado debate sobre a
regulamentacdo das plataformas digitais no Brasil, intensificado pela tramitacao
conturbada do PL 2630/2020, conhecido como "PL das Fake News", e pelos recentes

embates entre big techs, governo, judiciario e, mais recentemente, o governo americano.

O texto é resultado do seminario "Os novos desafios regulatérios do ecossistema
digital", realizado em 19 de junho de 2024 apés requerimento da deputada Dani Cunha'
na Comissdo de Comunicacdao da Camara, entdo sob a presidéncia do deputado Silas
Camara, ex-presidente da Frente Parlamentar Evangélica. O evento reuniu os
presidentes da Agéncia Nacional de Telefonia (Anatel) e do sindicato nacional das
empresas de telefonia, a Conexis, além de representantes da radiodifusdo, como os
presidentes da Associacido Brasileira das Emissoras de Radio e Televisao (Abert) e da
Associacao Brasileira de Radio e Televisao (Abratel). Também participaram os diretores
de relagodes institucionais das emissoras Globo, Record e SBT e o presidente da Igreja
Sara Nossa Terra, proprietaria da Rede Génesis de Televisdo. Nao houve participacdo de

entidades ligadas a liberdade de expressio ou das plataformas digitais.?

Embora o projeto tenha origem nos interesses do setor de radiodifusdo e no braco
evangélico vinculado ao setor de telecomunicacido, a imprensa tem retratado o PL
4691/2024 como uma alternativa da centro-direita ao PL das Fake News e como uma

proposta impulsionada pela bancada evangélica. Diante disso, o Governo Federal

1 O ex-deputado Eduardo Cunha, pai da deputada Dani Cunha, possui um histérico significativo no
setor de telecomunicagdes. Entre 1991 e 1993, durante o governo de Fernando Collor de Mello, ele presidiu
a Telecomunicacdes do Rio de Janeiro (Telerj), empresa estatal responsavel pelos servicos de telefonia no
estado do Rio de Janeiro. Nesse periodo, Cunha teve um papel importante na implementacio da telefonia
celular no estado. Além disso, durante sua carreira politica, Eduardo Cunha foi acusado de atuar como
"lobista" em favor das empresas de telecomunicacdes. Em sua campanha para deputado federal em 2014, ele
recebeu doacdes significativas de empresas do setor, incluindo R$ 900 mil da Telemont Engenharia de
Telecomunicagoes S/A.

2 https://www.camara.leg.br/internet/ordemdodia/integras/2440481.htm

VOXIUS


https://www.camara.leg.br/internet/ordemdodia/integras/2440481.htm

abracou o projeto, incorporando-o as suas prioridades legislativas para 2025, enxergando

nele uma oportunidade para avancar na regulamentacio das plataformas digitais.®

Por fim, o tema ganhou contornos globais considerando a recente posicdo da Casa
Branca. A declaracdo do Governo Trump "Defending American Companies and

"4 emitida em

Innovators from Overseas Extortion and Unfair Fines and Penalties
fevereiro de 2025, reflete a preocupacao dos EUA com regulacdes estrangeiras que
possam prejudicar suas empresas de tecnologia. O documento critica especialmente
taxas discriminatérias contra big techs, regulacées que dificultem seu crescimento e
operacao, exigéncias que comprometam propriedade intelectual e politicas que afetem
sua competitividade global. Dessa forma, a regulamentacdo das redes sociais e a
tramitacdo do PL 4691/2024 no Brasil pode se tornar um novo ponto de atrito entre
Washington e Brasilia, uma vez que a Casa Branca ja indicou que reagira a politicas que
imponham custos excessivos, como impostos e multas desproporcionais, ou obrigacoes

consideradas injustas para empresas americanas.

3

https://www.cnnbrasil.com.br/politica/novo-projeto-da-centro-direita-vira-alternativa-ao-pl-das-
fake-news-no-congresso/

https://www.congressoemfoco.com.br/noticia/105849/governo-abraca-projeto-da-banca
da-evangelica-para-regulamentacao-das-redes

4

https://www.whitehouse.gov/presidential-actions/2025/02/defending-american-companies-and-i
nnovators-from-overseas-extortion-and-unfair-fines-and-penalties/
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1. Abrangéncia: um texto que extrapola

Um dos principais pontos de controvérsia do PL 4691/2024 é sua prépria
abrangéncia, seja no leque de temas tratados como na esfera de aplicacao.

Abrangéncia dos Temas Tratados

Na pratica, o PL 4691/2024 avanca em aspectos do Marco Civil da
Internet, da Lei Geral de Protecao de Dados, do Codigo Penal, da Lei de Defesada
Concorréncia, do Cdédigo de Defesa do Consumidor, da Lei do FUST e outras
legislacoes.

O PL também modifica a Autoridade Nacional de Protecdo de Dados
(ANPD), definindo-a como responsavel pela regulacdo da responsabilizacdo das
plataformas digitais e dos deveres de transparéncia, enquanto amplia a
competéncia da Agéncia Nacional de Telecomunicacdes (Anatel) que regularia a
ordem econdmica, em conflito com a atuacdo do Conselho Administrativo de
Defesa Econémica (Cade). Assim, no dmbito tematico, o texto engloba, em uma
Unica lei, assuntos diversos como:

m Responsabilizacdo civil de plataformas por contelido postado por

terceiros;

Dever de identificacdo e guarda de dados;

Regras de moderacao de contetido e mitigacao de risco sistémico;
Regras de publicidade;

Regras de transparéncia;

Regulacdo econdmica de grandes plataformas digitais;
Competéncias regulatérias da Anatel e da ANPD;

Tributacdo da receita bruta das plataformas digitais como
contribuicdio ao Fundo de Universalizacdo dos Servicos de
Telecomunicacdes (FUST).

Abrangéncia da esfera de aplicacdo (art. 3°)

O PL também se propoe a ser aplicada a qualquer plataforma digital que
tenha pelo menos 5% da populacao brasileira como base ativa de usuarios. No
entanto, o texto define “plataformas digitais” de maneira extremamente ampla,
incluindo:
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m Servicos de intermediacao online (ex: Uber, iFood);

m Ferramentas de busca (ex: Google, Bing);

m Redes sociais (ex: Tiktok, X, Instagram);

m Servicos de comunicacdo interpessoal (ex: WhatsApp, Telegram);

m Sistemas operacionais (ex: Android, iOS);

m  Computacdo em nuvem (ex: AWS, Google Cloud, Microsoft Azure).

Desta forma, o escopo de aplicacdo do PL 4691/2024 abrange entidades
de natureza radicalmente distintas, sendo impossivel tecnicamente que possam
cumprir as mesmas obrigacdes. Por exemplo, servicos de comunicacao
interpessoal podem inclusive estarem protegidos por criptografia ponta-a-ponta
(ADI5527).
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2. Dever de identificacdo real e preliminar e seus efeitos
inibitorios no debate publico (arts.2° I, 4°, 5°, 6° caput e incisos I
e II)

O Projeto de Lei n° 4691/2024, em especial em seus arts. 2° Il, 4°, 5°, 6° (caput e
incisos | e Ill) reforca a vedacdo ao anonimato e impde as Plataformas Digitais
obrigacoes de coleta e guarda de dados capazes de identificar seus usudrios, prevendo
responsabilizacao solidaria em caso de descumprimento.

A vedacao ao anonimato, prevista no art. 5° IV, da Constituicao Federal, objetiva
possibilitar a responsabilizacdo de quem se vale da liberdade de expressao para cometer
ilicitos — como incitar discriminacao (Lei n° 7.716/1989), ofender a dignidade de alguém
com base em raca, cor, etnia, religido (art. 140, §3° do Codigo Penal) ou praticar crimes
contra a honra (calunia, art. 138; difamacao, art. 139; e injuria, art. 140, todos do Cédigo
Penal), além de apologia ou incitacdo ao crime (arts. 286 e 287 do Cédigo Penal).

No entanto, é fundamental que a vedacdo ao anonimato seja interpretada e
aplicada de forma equilibrada, de modo a ndo restringir desnecessariamente a liberdade
de manifestacdo de pensamento. Em especial, é importante evitar a criacdo de um “efeito
inibidor” (chilling effect), pelo qual individuos deixam de expressar ideias legitimas por
receio de retaliacdo ou exposicdo indevida de seus dados pessoais.

Apesar de buscar meios para coibir abusos e viabilizar a responsabilidade por atos
ilicitos praticados na internet, tais dispositivos podem ocasionar riscos significativos a
liberdade de expressao, caso nio sejam interpretados de forma equilibrada.

No entanto, exigir identificacdo prévia e irrestrita de todos os usuarios em
plataformas digitais pode trazer riscos significativos, especialmente para:

m Ativistas e defensores de direitos humanos: que dependem do anonimato para
denunciar abusos, corrupcao ou violagdes sem sofrer represalias.

m Whistleblowers: que necessitam resguardar sua identidade ao expor praticas
ilegais em organizacoes publicas ou privadas.

m Jornalistas: que precisam proteger suas fontes em investigacdes sensiveis,
sobretudo ao lidar com temas delicados ou em cendrios de possivel
perseguicao.

m Humoristas e perfis satiricos: cuja liberdade de criacdo depende, muitas vezes,
do uso de pseudbnimos para fazer criticas politicas ou sociais sem temer
retaliacoes.

m Cidadaos comuns: que podem se sentir intimidados em participar de debates
politicos ou denunciar irregularidades, receando exposicdo indevida ou
perseguicoes judiciais.
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Diante desse cenario, a exigéncia de identificacdo “real” e imediata pode causar
um efeito inibidor (chilling effect) em manifestacdes absolutamente legitimas,
tornando-se, na pratica, uma forma de censura indireta ou autocensura.

Nesse sentido, a adocdo de medidas de identificacdo deve observar:

1. Mecanismos de identificacao ja existentes:

O Marco Civil da Internet (Lei n°® 12.965/2014) determina a guarda de
registros (arts. 10, §3°; 13; e 15) que permitem a posterior identificacdo de
usuarios, mediante ordem judicial, em casos de suspeita de conduta ilicita
(como calunia, difamacao, injuria, incitacdo a discriminacdo ou apologia de

crime).

2. Principio da Necessidade/Minimizacao (LGPD)

De acordo com o art. 6° lll, da Lei Geral de Protecdo de Dados (LGPD), a
coleta de dados pessoais deve ser limitada ao minimo indispensavel para
alcancar a finalidade pretendida. Obrigar a entrega de dados sensiveis ou
extensos, sem qualquer indicio concreto de pratica ilicita, contraria esse
principio e aumenta o risco de violacdo de direitos fundamentais.

3. Equilibrio entre liberdade de expressao e responsabilizacao

A obrigatoriedade de identificacdo prévia e irrestrita pode inibir o debate
publico, prejudicando a circulacdo de informacdes e ideias importantes para a
sociedade. Ao mesmo tempo, ndo se deve abrir mao da possibilidade de
responsabilizar autores de condutas proibidas em lei.

Para manter o equilibrio entre a responsabilizacido legal pelas condutas ilicitas
com a garantia da liberdade de manifestacio, sugere-se a adocdo de um “anonimato
flexibilizado”, em que:

m Pseudonimos ou nomes ficticios sejam permitidos, resguardando a
identidade do usudrio de modo geral, sem impedir a eventual identificacdo
posterior.

m As plataformas guardem apenas os registros técnicos necessarios, conforme
o Marco Civil da Internet, de modo a permitir a identificacdo posterior
mediante decisao judicial fundamentada, se houver indicios de crimes como
caliinia, difamacdo, injuria (inclusive racial), incitacdo a discriminacdo ou
apologia de crime.
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m Acessos a dados de identificacdo ocorram unicamente por determinacio de
autoridade judicial competente, reforcando a seguranca juridica, o devido
processo legal e a protecao da privacidade dos cidadaos.

A questdo se torna ainda mais relevante quando no artigo 6° inciso Il, ha a
responsabilizacao solidaria das plataformas se nao houver a identificacdo real do usuario.
Em vez de responsabilizar a plataforma por ndo coletar ou disponibilizar dados “real” de
cada usudrio, o texto poderia indicar que a empresa sé sera penalizada se, “apds ordem
judicial especifica”, ela falhar em fornecer “dados de coleta obrigatdria disponiveis”,
necessarios para a identificacdo do infrator, considerando o periodo de retencao legal ja
previsto no Marco Civil da Internet (arts. 10, §3° 13 e 15). Isso alinha o PL a légica do
Marco Civil, respeitando o principio da necessidade (LGPD, art. 6° 111) e, ao mesmo tempo,
preserva um nivel de anonimato parcial (anonimato flexibilizado) indispensavel para que
jornalistas, ativistas e cidadaos comuns possam participar do debate publico sem temer
retaliacoes indevidas.

Com essa abordagem, busca-se harmonizar a vedacdo constitucional ao
anonimato — essencial para permitir a responsabilizacdo por atos ilicitos — com a
protecdo a livre manifestacdo do pensamento, impedindo que individuos e grupos,
especialmente os mais vulneraveis a perseguicdes ou retaliacoes, se vejam forcados ao

siléncio.
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3. Responsabilidade solidaria em conteudos publicitarios (art. 6°
1)

O Marco Civil da Internet (Lei n° 12.965/2014) estabelece que as plataformas
(redes sociais, sites de compartilhamento de conteldo etc) sé podem ser
responsabilizadas por conteludos de terceiros se ndo cumprirem uma determinacdo
judicial especifica para remové-los (art. 19). Em outras palavras, exige-se uma ordem
judicial prévia para retirar o contetdo, evitando remocdes arbitrarias e preservando a

liberdade de expressao.

O art. 6° do PL 4691/2024, porém, prevé hipoteses em que as plataformas
poderiam ser responsabilizadas solidariamente por contetdos publicados por terceiros
sem a necessidade de decisdo judicial. Uma dessas hipéteses esta relacionada ao uso de
publicidade ou propaganda online (art. 6° II), o que representa um regime mais rigoroso
gue o atual, gerando possiveis efeitos de autocensura (ou chilling effect) e encarecendo o

acesso de anunciantes aos espacos publicitarios.

E essencial lembrar que a publicidade também é uma forma protegida pela
liberdade de expressdo, ainda que sujeita a regramentos por interesses difusos e
protecio ao consumidor. Forcar uma responsabilidade solidaria poderia trazer
consequéncias negativas, como a remocdo excessiva de anulncios e o aumento

desproporcional de custos de conformidade.

Neste sentido, é importante entender as diferentes modalidades de publicidade
disponiveis nas plataformas e as peculiaridades que demandam um tratamento juridico

adequado:

1. Publicidade contratada caso a caso entre anunciante e
plataforma (publicidade nativa)

Nesse modelo, a plataforma tem um grau de controle editorial maior, pois
negocia diretamente as condicdes de exibicdo dos antincios. E uma relacio
semelhante a da publicidade tradicional veiculada em jornais, revistas ou
outdoors. Ocorre que mesmo nesses veiculos citados anteriormente ndo ha
automaticamente um regime de responsabilidade solidaria. Caso o PL

mantenha a responsabilidade ampla e incondicional, o regime ficaria mais
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gravoso que o da midia impressa, onde o jornal sé responde se houver
manifesta ilicitude e ele permanecer inerte mesmo apés notificacdo ou
estiver diretamente envolvido na elaboracdo do antncio. Aplicar uma regra
mais pesada as plataformas desalinharia o tratamento entre meios de

comunicacao.

2. Publicidade programadtica (impulsionamento)

Realizada por meio de processos automatizados (leildes em tempo real), a
publicidade programatica democratizou o acesso a divulgacio de produtos e
servicos. Tornar a plataforma responsavel de forma solidaria, sem qualquer
nuance, onera a atividade e pode fazé-la optar por politicas de moderacao e
monitoramento extremamente restritivas, encarecendo os anuncios e
inviabilizando campanhas para quem mais se beneficia do modelo (pequenos

empreendedores, autbnomos etc.).

Considerando que este modelo tem menos controle editorial que uma
publicidade em revista, mas mais controle editorial que uma simples
publicacdo de um terceiro, devemos buscar uma saida intermediaria. Neste
sentido, algo entre a responsabilidade solidaria e o regime atual seria um
mecanismo de notice and take down: a plataforma s6 responderia se, apos
receber notificacdo de irregularidade (de usudrio ou de autoridade
competente), ndo agisse para investigar e remover, quando aplicavel, o
anuncio questionado. Dessa forma, busca-se um ponto de equilibrio, evitando
custos excessivos de conformidade, mas ainda possibilitando intervencao

rapida nos casos efetivamente ilicitos.

3. Publicidade direta do usuario (“publi” de influenciador)

Aqui, o préprio usuario (fisica ou juridica) “impulsiona” ou promove contetudo
sem qualquer negociacdo com a plataforma ou remuneracao especifica. Esse
tipo de anuncio se aproxima das postagens comuns de usudrios, que, de
acordo com o Marco Civil, sé geram responsabilidade para a plataforma em

caso de descumprimento de decisao judicial especifica ou em hipdteses
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legais pontuais. Logo, faz sentido manter essa modalidade nas regras

vigentes, evitando equipara-la a veiculacao publicitaria profissional.

Em sintese, se a lei ndo distinguir essas categorias, as plataformas podem se ver
forcadas a adotar um controle exacerbado ou, por cautela, bloquear anuncios legitimos,
sob pena de responsabilidade solidaria. Essa postura, por sua vez, encarece a publicidade
— prejudicando tanto anunciantes quanto a disponibilidade de contelddo informativo
para o publico — e compromete a propria liberdade de expressio comercial,

fundamental no processo competitivo e de inovacao no ambiente digital.
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4. Responsabilidade solidaria por “hackeamento”
“impersonation” apos notificaciao (art. 6° IIl e IV)

O PL4691/2024, em seus incisos lll e IV do art. 6° estabelece de forma acertada a
responsabilidade das plataformas digitais em casos de contas invadidas (hackeamento) ou
que atribuam para si a identidade de terceiros (impersonation). A solucdo adotada prevé
gue a plataforma sera responsabilizada solidariamente caso ndo atue de forma diligente
apos ser notificada pelo legitimo usuario ou seu representante legal. Esse modelo de
responsabilidade equilibrada evita tanto a omissdo na protecio de vitimas quanto a

imposicao de deveres de monitoramento excessivo.

Hackeamento (inciso 111)

O hackeamento de uma conta ocorre quando terceiros obtém acesso indevido ao
perfil ou conta de um usudrio, violando sua privacidade e podendo gerar prejuizos
financeiros, reputacionais ou de outra ordem. Pelo texto do PL, a plataforma devera agir
rapidamente apds notificada, seja restabelecendo o acesso ao legitimo titular, seja
indisponibilizando a conta ilicita, nos limites de suas capacidades técnicas. Neste ponto,
apenas sugerimos que estejam registrados na prépria notificacdo os que elementos que
evidenciem o acesso indevido. E, por fim, remover a previsdo “nos termos da
regulamentacao", sob o risco de se deixar o regulador infralegal avancar em pontos nao

necessarios.

Impersonation (inciso IV)

Ja o impersonation (ou “falsificacdo de identidade”) envolve a criacio de perfis que
atribuam para si a identidade de terceiros. Essa pratica viola direitos de personalidade,
induz ao erro e pode causar danos morais € materiais a pessoa imitada. Novamente, o PL
determina que a responsabilidade da plataforma surge somente se ela, apds receber a
notificacdo com indicios claros de falsidade, ndo tomar medidas para remover ou tornar
indisponivel o perfil. Quanto a este tépico, é importante que se tenha cautela quanto ao
uso do termo “fraude", como foi utilizado. Nem toda impersonation implica em fraude. Por
outro lado, é visto com bons olhos a excecao prevista no paragrafo Gnico que prevé nio se
aplicar aos perfis e contas criados para fins licitos e compativeis com a liberdade de

expressao, critica, homenagem ou parddia.
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Por que é um modelo benéfico?

m Equilibrio entre combate a fraudes e liberdade de expressao: exigir
notificacdo formal e evidéncia minima de invasao ou falsidade preserva os
direitos de usuarios legitimos, ao mesmo tempo em que garante reacdo
rapida a abusos.

m Evita deveres de monitoramento prévio: as plataformas ndo sio
obrigadas a inspecionar todas as contas de modo preventivo, o que
reduziria drasticamente a liberdade dos usudrios. Em vez disso, recebem o
dever de agir quando alertadas pelos legitimos titulares.

m Combate eficiente a comportamentos nocivos: ao responsabilizar
solidariamente a plataforma que ignora ou demora a atender notificacoes
fundamentadas, cria-se um incentivo para que sejam adotados sistemas
de denuncia e resposta ageis.

Desse modo, os incisos Il e IV do art. 6° conciliam a protecdo ao usuério atingido
por hackeamento ou falsidade de identidade com a necessidade de resguardar a liberdade
de expressdo e evitar censura prévia. Trata-se, portanto, de um mecanismo que
reconhece a gravidade das situacdes de invasdo de contas e impersonation sem impor

obrigacoes desproporcionais as plataformas.
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5. Tratamento e mitigacdo de riscos sistemicos nas plataformas
digitais: uma clausula aberta (arts. 7°, 8° e 9°)

O Capitulo I, Secao Il, do Projeto de Lei n° 4691/2024 introduz a ideia de riscos
sistémicos associados a atividade das Plataformas Digitais, abrangendo tanto a
concepcao como o funcionamento de seus servicos, especialmente em relacio a sistemas
algoritmicos. Os artigos 7° e 8° detalham obrigacoes de identificacdo, avaliacdo e
mitigacdo desses riscos, trazendo para o ordenamento juridico brasileiro uma logica
inspirada no debate global — em particular, modelos semelhantes aos do Digital Services
Act (DSA), da Unido Europeia. Entretanto, a auséncia de parametros claros para definir
“riscos sistémicos” e a possibilidade de sancdes severas podem ensejar censura prévia ou
remocoes indiscriminadas, afetando diretamente a liberdade de expressao dos usuarios

e produtores de conteudo.

A redacio do PL nao delimita objetivamente o que constitui um “risco sistémico”.
Na pratica, qualquer conteido que gere grande repercussio, ou seja, considerado
“sensivel” por determinados grupos pode cair nessa categoria, caso as autoridades
entendam que ele tem potencial de impacto negativo — politico, social, econédmico ou

cultural — de modo “sistémico”.

Quadro: O Video do Pix se Enquadraria como Risco Sistémico?

O video do deputado Nikolas Ferreira, que obteve cerca de 300 milhdées de
visualizagoes, suscita questionamentos sobre financiamento, mobilizacio politica e até
uso do PIX. Sob uma interpretacdo excessivamente ampla, uma autoridade ou a prépria
plataforma pode julgar que a popularidade do contetdo gera riscos a ordem publicaou a
economia popular, caracterizando-o como “risco sistémico” — mesmo sem qualquer

ilegalidade ou determinacao judicial.

Esse tipo de abordagem evidencia a falta de critérios sobre o que realmente fere o
“sistema” ou a sociedade em larga escala. E, na duvida, as plataformas tendem a agir
preventivamente para nao incorrer em sancgoes, abrindo caminho para uma censura

disfarcada.
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O art. 7° determina que as Plataformas Digitais realizem, de forma diligente, uma

avaliacdo dos riscos decorrentes de suas funcionalidades e sistemas (principalmente

algoritmicos). Isso envolve:

Producio de relatérios periddicos (pelo menos anualmente) e, adicionalmente,
antes de implementar qualquer recurso que possa ter “impacto critico” nos riscos
identificados.

Entrega desses relatérios as autoridades, se solicitado, para que sejam verificados
as acoes e os métodos de controle dos riscos.

Embora a proposta seja inspirada em legislacdes internacionais — como o Digital

Services Act (DSA) europeu —, ha lacunas relevantes:

Definicao indefinida: O projeto nado traz exemplos especificos de que tipos de
comportamentos, contetidos ou efeitos se enquadram em “riscos sistémicos”. Isso
amplia a subjetividade e pode abarcar situacoes triviais ou apenas polémicas.

Acesso a informacgdes: O §2° do art. 7° autoriza que o regulador acesse
“informacoes relevantes” sob requerimento, o que pode colidir com a protecdo de
dados pessoais (LGPD) e com segredos industriais, além de gerar inseguranca
sobre até onde o 6rgao regulador pode ir.

No caso do video do deputado Nikolas Ferreira, uma interpretacdo expansiva

poderia enquadrar a enorme viralizacdo como “indicativo de risco sistémico”, levando a

plataforma a justificar em relatérios por que permitiu a ampla circulacdo de um contetdo

que, hipoteticamente, poderia ser tachado de enganoso ou manipulador. Esse fator inibe

a livre divulgacao de conteutdos politicos ou mobilizadores.

O art. 8° dispbe que as plataformas devem adotar “medidas razodaveis,

proporcionais e eficazes” para neutralizar ou diminuir tais riscos, o que inclui:

Modificar o design das interfaces e ajustar algoritmos de recomendacao.
Revisar processos de moderacao para responder mais rapidamente a dendncias.
Remover ou etiquetar contetidos considerados nocivos.

Proteger grupos vulneraveis, como criancas e adolescentes.
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O grande problema é que, se o regulador entender que a plataforma néo esta
agindo com o “devido cuidado”, podera impor sancoes (administrativas e financeiras),
criando um incentivo para que as empresas optem pela censura em massa. Sem critérios

bem definidos, esse dispositivo pode acirrar:

m Overblocking: Bloqueio de conteldos legitimos ou neutros, por temor de que
possam ser enquadrados, a posteriori, como um “risco sistémico”.

m Autocensura: Produtores de conteldo, influenciadores e até politicos podem
deixar de publicar materiais receando que a viralizacdo seja vista como ameaca a
ordem ou a seguranca publica.

No exemplo do video do deputado Nikolas Ferreira, as plataformas, preocupadas
com uma eventual acusaciao de omissao, poderiam remover ou limitar o alcance do video
tdo logo detectassem seu crescimento exponencial — mesmo sem prova de
irregularidade. Esse tipo de conduta prejudica a divulgacio de ideias e o debate em
questoes politicas ou sociais, tolhendo a diversidade de vozes online. Além do debate

tedrico, hda uma consequéncia pratica na rotina de moderacao das plataformas:

m Risco de imposiciao de filtros automatizados que derrubam posts “grandes
demais” ou “polémicos demais”, independe da veracidade ou relevancia do
conteudo.

m Dissuasio de discussoes politicas: em periodos eleitorais, publicacdes que
atinjam repercussées massivas podem ser enquadradas como risco a “satude do
debate publico” sem qualquer decisdo judicial.

m Excesso de poder nas maos do regulador: sem diretrizes objetivas, o 6rgao
regulador pode exercer pressdao desproporcional, exigindo remocdes ou
mudancas de algoritmos que afetam o processo democratico.

No limite, a falta de clareza sobre “riscos sistémicos” se traduz em plataformas
errando pelo excesso e suprimindo contetdos que, como o “video do deputado Nikolas
Ferreira”, simplesmente atingem altas visualizagcdes e mobilizam muitas pessoas, mas ndo

necessariamente sdo ilegais ou provocam danos concretos.

Para que as disposicoes dos arts. 7° e 8° cumpram sua finalidade de prevenir
abusos e desinformacao sem sacrificar o direito de expressao, alguns pontos de equilibrio

sdo desejaveis:
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m Definir objetivamente “riscos sistémicos”:
Incluir parametros especificos em lei ou regulamentos complementares, com
participacao da sociedade civil, para delimitar em quais hipéteses ou tipos de
contetdo a mitigacao é obrigatoria.

m Garantir proporcionalidade e escalonamento de sancées:
A plataforma deve ter a oportunidade de corrigir eventuais falhas ou justificar
suas decisdes de moderacao antes de sofrer punicoes severas.

m Compatibilizar com a liberdade de expressao:
Prever mecanismos de contestacao e revisdo ageis para contetdos removidos
sob alegacdo de “risco sistémico”, a fim de evitar remocdes indevidas ou
abusivas.

m Evitar “sobre-regulacido” de contetidos politicos:
Garantir que a critica publica, a satira, a mobilizacado online e a livre difusdo de
ideias ndo sejam subjugadas sob o pretexto de supostos riscos sistémicos.

m Respeito ao sigilo de dados e segredos industriais:
Manter a devida protecdo a informacdes sensiveis das plataformas e dos
usudrios, conforme a LGPD e principios constitucionais.

Em resumo, os arts. 7° e 8° do PL 4691/2024 representam uma inovagao no
ordenamento brasileiro ao exigir que as Plataformas Digitais mapeiem e administrem os
potenciais impactos negativos de suas estruturas. Contudo, a amplitude da expressao
“riscos sistémicos” e a falta de delimitacdes objetivas ameacam provocar um efeito

inibidor (chilling effect) sobre a livre manifestacio de ideias.

O emblematico caso do video do deputado Nikolas Ferreira, com seus milhdes de
visualizacoes, destaca como um conteutdo viral — porém nio necessariamente ilicito —
pode ser rotulado como “sistémico” apenas por gerar forte repercussdo. A resposta
previsivel, diante de possiveis sancdes onerosas, seria a remocao antecipada ou
limitacdo do alcance, subtraindo do publico a oportunidade de formar juizo ou debater o
tema. Em dltima andlise, sem limites claros e salvaguardas contra interpretacoes
excessivas, esses artigos podem fomentar uma nova modalidade de censura preventiva
no ambiente digital brasileiro, prejudicando o principio constitucional de liberdade de

expressao.

Por fim, o art. 9° tenta criar uma trava de seguranca, mas ndo oferece pardmetros

explicitos sobre como efetivamente equilibrar a fiscalizacdo de riscos e a protecido de
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dados. Sem regulamentacao, plataformas e reguladores podem divergir sobre o quanto

devem compartilhar ou restringir na busca por conformidade.
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6. Tratamento preventivo e corretivo de crimes na internet (art.
10°)

O artigo 10° do PL 4691/2024 determina que as Plataformas Digitais tém o dever
geral de zelar pela civilidade e higidez em seus servicos - um “dever de cuidado” -
atuando de forma diligente e em prazo adequado para mitigar a utilizacdo indevida de
suas funcionalidades por terceiros. A norma prevé a combinacdo de agoes preventivas e
acoes corretivas, de modo que as empresas devem agir voluntariamente para conter
abusos ou, quando oficialmente notificadas, remover ou indisponibilizar contetdos
ilicitos de maneira célere e eficaz. Essa obrigacdo, em esséncia, visa garantir que as
empresas nao fiqguem omissas ao hospedar conteldos potencialmente ilicitos, mas traz

complexidades significativas, especialmente considerando:

m  Orol de tipos penais muito amplos e especificos que o projeto deseja cobrir.

m A transferéncia de juizo criminal as plataformas, que ndo dispde de meios
periciais suficientes para decidir, em escala, se determinada conduta constitui ou
nao crime.

m O risco de censura prévia — as plataformas podem se ver obrigadas a derrubar
preventivamente grande volume de conteudo legitimo, por temer eventuais
sancoes ou equivocos na identificacdo do ilicito.

Terceirizacdo para as plataformas do poder de definir condutas criminais

O texto aponta diversas condutas criminalizadas pelo Cddigo Penal ou por leis
especiais que podem ser veiculadas na internet e devem ser monitoradas e moderadas,

tais como:

Incitamento ao suicidio ou automutilacio (art. 122, CP).

Violacao de direitos de autor (arts. 184, CP, e 122, Lei 9.609/1998).

Crimes de racismo e congéneres (art. 20, Lei 7.716/1989).

Exploracao ou abuso sexual infantil (arts. 239 a 241-E, ECA).

Crimes contra a satde publica e contra o Estado Democratico de Direito, entre
outros.

Isso desloca para as empresas o juizo sobre se determinada postagem, video ou

mensagem efetivamente configura ilicito penal. Ademais, as plataformas ndo possuem
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instrumentos periciais e processuais para aferir, em profundidade, todos os elementos de
tipicidade, ilicitude e culpabilidade que caracterizam um crime. De fato, ha casos em que
nem mesmo os Tribunais conseguem consenso imediato — liminares e sentencas sao
diversas vezes revertidas em instancias superiores, evidenciando a complexidade do
tema. Assim, ao impor as plataformas o dever de “antecipar” esse juizo, corre-se o risco
de remocio de contelidos legitimos, tolhendo a liberdade de expressao e a participacdo

civicaem debates.

Quadro: Exemplos De Enquadramentos Problematicos

A seguir, ilustram-se alguns tipos penais do art. 10° do PL 4691/2024 que
podem demandar interpretacio complexa ou conhecimento técnico
especializado, colocando as plataformas digitais em posicdo delicada para

avaliar e remover contetdos sem a intervencao do Poder Judiciario.

n Crimes contra a satde publica (inciso Ill)

A comprovacdo de que determinada publicacido infringe dispositivos
como o art. 274 ou 276 do Cdodigo Penal exige, muitas vezes, expertise
técnica. E inviavel esperar que moderadores em escala global verifiquem
férmulas de substancias, licitude de remédios ou padrdes sanitarios.
Além disso, discussoes legitimas sobre vacinas, protocolos médicos ou
politicas de salde podem acabar sendo derrubadas por excesso de
precaucao, cerceando debates relevantes em periodos de crise sanitaria.

m Crimes contra o Estado Democratico de Direito (inciso V)

Esse tipo penal é bastante amplo e ja foi utilizado em contextos diversos,
desde protestos politicos a campanhas de conscientizacdo. Em muitos
casos, criticas contundentes as autoridades, manifestacoes populares,
greves ou passeatas podem ser interpretadas como “ameaca” ao Estado
Democratico de Direito, criando um alto grau de subjetividade. A
plataforma, sem a profundidade de andlise garantida pelo devido
processo legal, pode suprimir conteddos que, na realidade, estariam
amparados pela liberdade de expressdo e de reunido.
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Crime de assédio a candidata (inciso VI)

O tom de criticas dirigidas a candidatas é uma questido delicada.
Determinar se had “assédio” ou “constrangimento” demanda uma
avaliacdo judicial cuidadosa, pois implica analisar contexto, intencao e
provas de ofensa. De outro modo, corre-se o risco de bloquear
postagens que exteriorizam criticas politicas legitimas, ofuscando o
debate democratico em periodo eleitoral.

Racismo (inciso VII)

A vedacdo a condutas racistas é imprescindivel, mas dispositivos
genéricos podem abranger debates complexos sobre imigracao, conflitos
internacionais ou questdes identitarias. Debates sobre a entrada de
profissionais cubanos no programa “Mais Médicos” poderiam, por
exemplo, suscitar argumentos sobre preconceito em razdo de
nacionalidade, gerando remocdes excessivas. Disputas como as de Israel
x Palestina ou Russia x Ucrania envolvem temas étnicos e culturais e
frequentemente mobilizam posicoes apaixonadas. Classificar como
“discurso de 6dio” qualquer andlise ou critica mais dura pode levar ao
silenciamento de discussoes legitimas sobre direitos humanos e relacoes
diplomaticas. Se as plataformas tiverem o dever de remover, a priori,
conteudos que “parecam” ofensivos a determinado grupo, acaba
havendo sobre-remocao (overblocking), com censura de discussdes
legitimas sobre politicas publicas, histéria e relacoes sociais.

Maus-tratos a animais (inciso I1X)

O art. 32 da Lein® 9.605/1998 pune o abuso, maus-tratos e mutilaciao de
animais. Contudo, praticas culturais como a vaquejada — inicialmente
declarada inconstitucional, mas depois reconhecida pela Constituicao
mediante Emenda que a classificou como “manifestacdo cultural” —
evidenciam a complexidade juridica desse tema. O enquadramento
como crime pode exigir conhecimento das condicdes em que o evento é
realizado, andlises de legislacdo local, aspectos culturais e historicos.
Para uma plataforma, julgar se uma imagem de vaquejada viola ou ndo a
lei extrapola sua capacidade de moderacdo rotineira, gerando
inseguranca e possivel censura de conteidos meramente informativos
ou jornalisticos sobre o tema.
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Esses exemplos ilustram como determinados delitos requerem interpretacoes
profundas ou conhecimento especializado que excedem a atribuicio e a
capacidade técnica das plataformas. Sem a intermediacdo de uma autoridade
judicial ou notificacio oficial especifica, a probabilidade de decisoes arbitrarias
ou restritivas demais é alta. Isso pode abalar debates publicos legitimos,
manifestacoes culturais e politicas, e tolher a liberdade de expressao em suas

multiplas dimensades.

Exclusdo de tipos penais ou limitagdo de sua aplicagdo a via judicial

Com base nos argumentos expostos, seria oportuno a remocao integral do dever

de cuidado. Na impossibilidade, deve-se:

1. Excluir da lista do art. 10° (ou de sua regulamentacdo) os tipos penais mais
complexos, que demandam alta interpretacdo (p. ex., crimes contra a saude
publica, contra o Estado Democratico de Direito, assédio eleitoral etc.).

2. Priorizar um regime de “notice and action” (notificacao oficial, com descricido do
conteudo ilicito), tal como se faz para a defesa de direitos autorais no Marco Civil
da Internet.

3. Restringir o tratamento imediato e de oficio a tipos de crime que claramente ndo
dependem de complexa andlise fatica (p. ex., pedofilia ou incitacdo explicita a
violéncia grave).

Caso contrdrio, o risco de censura prévia e de remocoes arbitrarias aumenta,
sobretudo em contextos politicamente sensiveis, como campanhas eleitorais, debates de

politicas sanitarias ou discussoes raciais e culturais.
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7. Ordem economica e interferéncia na liberdade de
manifestacio de pensamento na internet como infracao a ordem
economica (art. 14, 15 e 16)

O Capitulo IV (Da Ordem Econdmica) vai do Art. 14 ao Art. 16 e inclui
dispositivos que trazem responsabilidades, definicbes de infracdo a ordem econdémica e

medidas de competicdo para as plataformas digitais:

m  Art. 14: Determina que as normas gerais de protecao a ordem econdémica se
aplicam as plataformas digitais e submete atos de concentracao ao controle
do Cade e dos 6rgaos reguladores.

m Art. 15: Conceitua condutas das plataformas digitais que configurariam
infracdo da ordem econdmica, inclusive relacionando-as a interferéncia na
liberdade de expressao como possivel violacdo concorrencial.

m Art. 16: Prevé o compartilhamento de infraestrutura, bases de dados e
insumos essenciais para desenvolver a competicdo, a ser regulado pelos
6rgaos competentes (onde se inclui a Anatel).

O PL 4691/2024 ainda inova ao tratar de liberdade de expressdo sob a
perspectiva da ordem econ6émica, o que gera preocupacdes tanto juridicas quanto
praticas. Essa abordagem se manifesta especialmente no artigo 15° ao dispor que
“interferir na liberdade de manifestacdo do pensamento na Internet” como infracido da

ordem econdmica.

A inclusdo de questoes de ordem econdémica no PL 4691/2024, especialmente
relativas a liberdade de expressdo, desalinha a matéria do escopo fundamental de
protecao de direitos e conflitos relacionados ao contelido online. Esta abordagem se
torna ainda mais problematica ao considerarmos que o projeto de lei atribui & Anatel
(Agéncia Nacional de Telecomunicacdes) a competéncia para regular certos aspectos
concorrenciais das Plataformas Digitais, mesmo havendo um 6rgao especializado na
matéria — o Cade (Conselho Administrativo de Defesa Econdmica), como veremos

adiante.

A pauta de liberdade de expressao ja €&, por si s, sensivel e complexa, demandando
cuidado legislativo e balizas claras. Ao agregar disposicdes que visam regular a ordem
econdémica — e ainda por cima atribui-las a uma agéncia com competéncias

historicamente distintas —, o PL:
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m Confunde objetivos: em vez de centrar-se em mecanismos de transparéncia,
responsabilizacdo e protecdo de dados, insere regras préprias de defesa da
concorréncia em plataformas digitais, o que extrapola a tematica de liberdade de
expressao e moderacao de conteudo.

m Aumenta o risco de judicializacdo: normas pouco objetivas podem levar a
guestionamentos de constitucionalidade, pois a iniciativa de reordenar a
competéncia sobre matéria econdbmica caberia a projetos ou discussdes
especificas, e ndao em um texto que foca, essencialmente, na regulacdo de
conteudos e expressoes.

m Dilui o debate: assuntos cruciais como censura ou responsabilidade por contetdo
ficam embaralhados com questdes de fusdes, aquisicado de empresas, e “separacio
contabil” ou “interoperabilidade”, gerando dispersdo do debate publico.

O correto seria que tais aspectos de defesa da concorréncia, controle de mercado
e separacao de atividades fossem tratados em projeto auténomo, ou em reformas
pontuais na legislacio especifica (Lei n® 12.529/2011), com a devida andlise técnica sobre
o papel das agéncias envolvidas. Dessa forma, preservar-se-iam a clareza e a coeréncia
legislativa, evitando confusdes que possam comprometer tanto o direito fundamental a
liberdade de expressido quanto os mecanismos de regulacdo econémica ja consolidados

no ordenamento brasileiro.
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8. Competéncia da ANPD e ANATEL (art. 18)

O art. 18 do PL4691/2024 designa a Autoridade Nacional de Protecao de Dados
(ANPD) e a Agéncia Nacional de Telecomunica¢ées (Anatel) como responsaveis pela
regulacido dos temas tratados na lei, atribuindo competéncias setoriais distintas a cada
o6rgdo. A ANPD ficaria a frente dos assuntos relacionados a responsabilizacdo das
plataformas (Capitulo Il) e aos deveres de transparéncia (Capitulo 1), enquanto a Anatel
cuidaria das questoes de ordem econdémica (Capitulo V), sem nos esquecermos que a
interferéncia na liberdade de expressao - pelo artigo 15 - é tida como infracdo de ordem

econdmica.

Apesar de, em tese, buscar um modelo de divisdo de atribuicdes, o texto traz

problemas significativos:

1. Expansao do escopo da ANPD além do previsto na LGPD
Nos Capitulos Il e Ill, ha topicos que abarcam até mesmo responsabilidade civil e
acoes de combate a crimes, o que extrapola as competéncias originais da ANPD
estabelecidas no art. 55-J da Lei Geral de Protecdo de Dados (LGPD). Essa
ampliacdo confunde a missdao central da Autoridade, que deveria focar na

protecao de dados pessoais.

2. Designacao da Anatel para temas concorrenciais
O Capitulo IV, voltado a ordem econémica, conflita com a atribuicdo legal do
Cade (Conselho Administrativo de Defesa Econdmica). Além disso, as atividades
descritas na proposta n3o se encaixam diretamente no art. 19 da Lei Geral de
Telecomunicacées (LGT), que delimita as responsabilidades da Anatel ao ambito
dos servicos de telecomunicacoes, e ndo de “plataformas digitais”. Soma-se a tudo
isso, a exigéncia de pagamento de 5% (cinco por cento) da receita operacional
bruta das operadoras de plataformas digitais ao "Fundo de Universalizacao dos

Servicos de Telecomunicacdes", hoje atribuido a provedores de conexao.

3. Possivel sobreposicao regulatéria
A vinculacao da Anatel a questdes concorrenciais que se sobrepéem ao Cade
pode gerar inseguranca juridica e aumento de custos de compliance para as

empresas, pois diferentes érgaos podem editar normas ou decisdes divergentes.
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Em suma, o art. 18, ao expandir atribuicées da ANPD e envolver a Anatel em tépicos
de natureza concorrencial e de moderacdo de conteldo, destoa das competéncias
legalmente definidas para esses 6rgados. Esse desenho regulatério, além de possivelmente
padecer de vicio de iniciativa, cria um conflito/sobreposi¢cao de competéncias suscetivel

aaumentar a inseguranca e onerar tanto as plataformas quanto o préprio Estado.
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8. Sancoes (art. 19) e o impacto sobre a Liberdade de Expressao

O art. 19 do PL 4691/2024 elenca diversas sancoes as plataformas que
descumprirem suas obrigacoes legais, abrangendo desde adverténcia a suspensao
temporaria das atividades. Essa variedade de penalidades, somada a falta de clareza
sobre o 6rgao aplicador e a coordenacdo entre eles, pode gerar efeitos profundos na

liberdade de expressao.

Adverténcia (inciso )

Multa diaria (inciso )

Multa simples de até 10% do faturamento (inciso I11)

Publicacdo da deciso (inciso V)

Proibicdo de tratamento de determinadas bases de dados (inciso V)
Obrigacdes de fazer ou de nao fazer (inciso VI)

Suspensdo temporaria das atividades (inciso VII)

O valor da multa simples pode chegar a 10% do faturamento do grupo econémico
ou, em outras hipéteses, até R$ 50 milhées por infracdo. Uma penalidade dessa ordem faz
com que as plataformas temam qualquer conflito interpretativo com autoridades,
levando-as ao “overblocking” de contelidos. Por receio de uma sancdo milionaria, ha
tendéncia de restringir a liberdade de expressdo por antecipacdo, blogqueando

publicacbes que possam ser remotamente enquadradas como ilicitas.

A sancio de proibicao de tratamento de determinadas bases de dados, por sua
vez, limita a possibilidade da plataforma coletar ou processar dados de seus usudérios.
Muitas plataformas dependem da analise de dados para moderacao, personalizacdo de
contelildo ou mesmo seguranca. Restringir esse tratamento pode dificultar a oferta de

servicos legitimos, incluindo garantir que as publicagées tenham o devido alcance.

Ainda, o PL prevé que a empresa pode ser obrigada a realizar ou abster-se de
determinadas condutas para se adequar. Determinacdes que obriguem a revisido manual
de todo conteldo postado, ou a aplicacao de filtros de palavra-chave, podem resultar na
remocao de mensagens legitimas. Caso a plataforma nao atenda, o risco de sancées mais

severas leva a aplicacoes rapidas e indiscriminadas de filtros, tolhendo debates.

Por fim, a suspensdo temporaria das atividades é a punicdo mais drastica, pois
interdita a plataforma de operar temporariamente no pais. Uma ferramenta de busca,

rede social ou aplicativo de mensageria suspenso interrompe servicos utilizados por
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milhdes, prejudicando ndo apenas a empresa, mas a troca de informacoes e
comunicacdes privadas e publicas. Ante a possibilidade de “fechamento” das atividades, a
plataforma tendera a ser extremamente restritiva em seu gerenciamento de contetdo,

para nao assumir nenhum risco que leve a esse resultado extremo.

A soma desses tipos de sancao, aliada a incerteza quanto ao érgao sancionador
(ANPD, Anatel ou até o Cade em matéria concorrencial), cria um panorama de sujeicao
nas empresas. As sancbes previstas no art. 19 — particularmente a
multidimensionalidade (adverténcia, multas diarias, suspensio etc.) e seus elevados
valores — exercem forte pressiao sobre as plataformas para adotarem politicas de
moderacdo conservadoras e restritivas. Diante desse cendrio, é provavel que, para se
protegerem, limitem a circulacdo de ideias, estabelecendo filtros e bloqueios muito além
do necessario para combater ilicitos efetivos. Assim, a liberdade de expressao acaba
comprometida, e a prépria diversidade de servicos e aplicacoes fica em risco pela

severidade das penalidades.
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Somos uma organizacao da sociedade civil apartidaria e sem fins lucrativos,
fundada em 2011 e sediada em Curitiba. Nosso propoésito é fortalecer os

SIVIS verdadeiros valores democraticos.

Enquanto um think tank, produzimos conhecimento com rigor cientifico para o
entendimento da democracia e criamos solucdes em parceria com diferentes
organizacoes, académicos e liderancas publicas para fortalecer a cultura democratica

brasileira.
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